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CAN 5.5 Major Features

Service now 
integration

Kafka integration

Kubernetes based 
deployment

Advanced RoE & Ticket 
matching

Tomcat clustering for 
session management in CAN 

& CAS

Elasticstack integration in 
Openshift

Parser Screen For 
Work Order Processing

Horizantal pod 
autoscaling – HPA

Web Security porting 
from Apache to Ngnix

UI Porting with React 
Framework

Memcached tool 
integration for centralized 

cache

Integration with Istio 
service mesh

Prediction as a Service

Helm Charts for easy 
installation

Integration with 
Monitoring softwares 
(Kiali, Promotheus and 

Grafana)

Re-scheduling of trigger 
based on UI cron pattern 

configurations
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REST API for 
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CAN 5.5 -ServiceNow Integration

•ServiceNow is a ticketing/incident 
management software for booking 
trouble tickets and managing them.

•CAN 5.5 integrates ServiceNow over 
the integration gateway interface

•Enables new predictive ticket 
creation and assignment

•Enables updating of existing 
predictive tickets

•Enables Real-time updates from CAN 
5.5 to ServiceNow and vice versa

•Maps all essential field automatically 
& also an option to customize, extra 
fields depending on user 
requirement are available
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CAN 5.5 – ServiceNow Integration Architecture

Salient Features
•Seamless Connector Application  to 
interconnect with ServiceNow

•Seamless transition from prediction to 
ServiceNow tickets.

•Ticket generation can be automated on 
threshold configuration.

•Direct ticket booking from Prediction list
•Ticket editing option from CAN
•Ticket searching option from CAN
•Changes on open tickets will be visible in 
CAN in real time

•Ticket report downloading option
•Ticket closure and Engineer assignment 
happens from ServiceNow

•Option to use customer specific fields for 
fault management is available
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CAN 5.5 - Kafka Integration

•Kafka framework allows processing of streaming data

•It is a high throughput, low latency platform to handle real time 
data feeds

•Enables decoupling of data producers and consumers

•CAN integration with Kafka broker optimizes customer operations 
of sending alarms, tickets & performance counter data in a 
streaming channel.

•Kafka integration enables CAN to consume the incoming data 
through kafka broker without actually connecting to customer 
systems (producer) directly.

•Kafka Streaming interface allows CAN to subscribe to it and digest 
the data in realtime.
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CAN 5.5 – Kafka Integration Architecture

Salient Features :

•Seamless Streaming Interface  to 
interconnect with Kafka broker

•Option to subscribe the required data 
stream for automated and realtime data 
access

•Optimized operations for customer as no 
changes need to be carried out at customer 
end for any addition of data consumers.

•Improved efficiency through load balancing 
and partitioned storage

•Filtering of specific data or specific topics for 
streaming can be enabled at kafka cluster 
based on CAN requirement enabling 
optimization of operations
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CAN 5.5 - Kubernetes based deployment

•Enables CAN compatible to Cloud 
Native Environments

•CAN 5.5 is compatible with 
Kubernetes tools to enable 
automation of deployment, scaling 
and management of CAN pods

•VM based deployment is replaced by 
Kubernetes based deployment in 
CAN 5.5.

•Enables CAN software to use 
Kubernetes services like load 
balancing, self healing, auto scaling 
etc.,
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CAN 5.5 - Advanced RoE and Ticket Matching

•Return of Effort (RoE) is an existing feature of CAN where a particular subset of predicted faults that are more 

impactful or likely to happen are highlighted 

•This is an autonomous feature that enables ease of operation & saves precious time of customers by providing 

“ready for action” reports

•Advanced RoE provides more accurate and meaningful predictions as more parameters like ticket correlation, 
rarity of alarms, work orders issued against faults etc are taken into consideration in addition to older policies

•Advanced RoE also have control over the number of predictions that can be selected using the RoE 
configurations

•Users are provided with UI support to enable and disable RoE policies and also to add and delete policy 

parameters and related weightages to fine tune the RoE results 
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CAN 5.5 - Advanced RoE and Ticket Matching UI
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CAN 5.5 - Tomcat clustering for session management in CAN & CAS

•Clustering of tomcat applications allows a 
group of tomcat servers serving the 
incoming HTTP requests instead of one 
server doing it.

•Enables high availability for the HTTP 
requests for UI dashboard even if any one 
of the tomcats in the cluster is down

•Enables session replication or sharing across 
the clustered tomcats to manage user 
session

•Session replication enables session recovery 
in case of server crash as session IDs will be 
shared across the cluster

•Enables better load management and hence 
better performance

•Enables better compatibility with kubernetes 
Horizontal Pod auto-scaling
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CAN 5.5 - REST API for Prediction Delivery

•REST API for delivering prediction 
output

•Drops dependency on conventional 
methods like email

•Secure access through 
username/password

•User can search and export the 
required prediction report from CAN 
database manually or automatically

•Enhance the possibilities of further 
automation for ticket system 
integration and other fault 
management systems

•Enables decoupling of CAN prediction 
generation and actions reducing the 
dependency
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CAN 5.5 - Elasticstack integration in Openshift

•Enables monitoring of the application 
logs in cloud native environment

•Elastic Stack along with Kibana tool 
enables the best analysis of 
application logs in the UI dashboard

•Stores killed pod’s container logs for 
analysis or debugging purpose in case 
issues

12



Confidential

CAN 5.5 - Parser Screen For Work Order Processing

•Enhanced parser screen 
with options like multi 
selection of rows for 
addition

•Additional UI Support for 
Work Order parsing

•Overall, the revamped 
parser screen enables better 
user experience for 
developers/users for input 
mapping of CAN
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CAN 5.5 - Horizontal Pod Auto scaling

•Enables auto-scaling of CAN pods based 
on the CPU Utilization or other customer 
metrics

•Enables increase or decrease in number 
of pods based on CPU utilization and 
enabling optimum utilization of resources 
and performance

•Highly beneficial when there is an 
increased load in input requests. In CAN, 
this applies to increased demand in GUI 
access by multiple users and batch 
prediction requests

•Maximum and minimum replica count 
can be defined for boundary conditions.
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CAN 5.5 - Web security configuration porting from Apache to Nginx 

•Porting of all CAN configuration 
from Apache HTTPD server to 
Nginix Web Servers

•Improved flexibility in 
configuration changes

•Easier detection of service 
affecting activity

•Improved response time

•Higher reliability
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CAN 5.5 - UI Porting with React Framework

•Existing UI is replaced with 
React JS components which 
improves response and 
reliability of UI

•Also separates/decouples the 
UI modules from backend 
server module

•Communication between UI & 
backend modules happens over 
standard Spring REST API

16



Confidential

CAN 5.5 - Memcached Tool Integration for Centralized Cache

•Distributed memory caching to store 
small data

•Caching data storage in centralized 
server enables faster retrieval

•Improved ease of deployment in high 
intensity data environment

•Complements the distributed tomcat 
server setup
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CAN 5.5 - Integration with Istio Service Mesh

•Micro services monitoring for 
enhanced application efficiency

•Enable automated discovery, load 
balancing and failure recovery of 
services

•Added as proxy service enabling 
Istio layer to remain transparent 
while retaining the surveillance edge

•Enhanced peer authentication policy 
and security
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CAN 5.5 - Prediction as a Service

•Monolithic prediction process flow 
converted to modularized architecture

•Decoupling the I/O layer from 
application layers

•Overcomes the current limitation of 
'cause' based division

•Effective load balancing and 
performance

•Stateless worker nodes enabling 
quicker processing of predictions
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CAN 5.5 - Helm charts for easy installation

• CAN enabled with Helm charts 
allows enhanced management of 
cloud native implementations

• Enables easier and quicker 
management of CAN as regular, 
upgraded releases and 
uninstallations can be easily 
handled through command line 
interface. Single Command Line for CAN installation through Helm
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CAN 5.5 - Integration with Monitoring Softwares (Kiali, Promotheus and Grafana)

•Enhanced monitoring of CAN Services by 
monitoring traffic flow to infer the topology 
and identify errors using Kiali management 
consoles.

•Realtime display of Service Mesh health 
based on the traffic topology

•All events within the service mesh to be 
closely monitored by Prometheus for any 
events or faults and records real time metrics 
in time series

•These identified metrics and data are 
displayed graphically using Grafana as 
“Avanseus Dashboard”

•Continuous monitoring of inbound and 
outbound traffic of every interested micro 
services, memory, and CPU utilization of all 
the micro services, stats related to each 
micro services, etc
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CAN 5.5 - Re-scheduling of trigger based on UI cron pattern configurations

•UI Support for scheduling 
CAN activities like input data 
processing, prediction 
generation etc

•Enabling more flexibility to 
the users to schedule the 
activity with zero coding

•Enhanced user friendliness
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